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Chapter 1. New Function Summary

IBM Health Checker for z/OS legacy device types
z/OS® V2R1 Communications Server, with TCP/IP APAR PI12981 and SNA APAR
OA44671, provides a new migration health check to use with the IBM® Health
Checker for z/OS function. The new migration health check determines whether
you are using legacy device type configuration statements in your TCP/IP profile.

Support for the DEVICE and LINK profile statements for the following TCP/IP
legacy device types will be eliminated in a future release of IBM z/OS
Communications Server:
v ATM
v CDLC
v CLAW
v HYPERchannel
v SNALINK (LU0 and LU6.2)
v X.25

Because support will be eliminated for the ATM device type, the following
associated TCP/IP profile statements will no longer be supported:
v ATMARPSV
v ATMLIS
v ATMPVC

When the TCP/IP stack processes a legacy device type profile statement, it issues
message EZZ0717I. See this message, and the associated profile processing
messages, for information on the profile data set that contains the statements.

Dependency: You must install TCP/IP APAR PI12981 and SNA APAR OA44671
and start the IBM Health Checker for z/OS to use the new migration health check.

IBM Health Checker for z/OS legacy device types

To use the IBM Health Checker for z/OS migration health check support, complete
the task in Table 1.

Table 1. IBM Health Checker for z/OS legacy device types

Task Reference

To use the new migration health check, take the
following steps:

1. Configure and start the IBM Health Checker for
z/OS.

2. Activate the ZOSMIGV2R1_CS_LEGACYDEVICE
migration health check.

3. Review health check output for potential migration
actions. Use the TCP/IP EZZ0717I message to locate
the profile data sets containing the legacy device type
statements.

See the following topics in IBM Health Checker for
z/OS: User's Guide:

v Setting up IBM Health Checker for z/OS

v Working with check output

v Managing checks
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Chapter 2. IP Configuration Reference

ATMARPSV statement

Because support will be eliminated for the ATM device type in a future release, the
ATMARPSV statement will no longer be supported.

Use the ATMARPSV statement to designate the ATMARP server to resolve
ATMARP requests for a logical IP subnet (LIS).

Restriction: Statements describing ATM devices must be coded in the following
order:
1. ATMLIS
2. DEVICE
3. LINK
4. ATMPVC (if used)
5. ATMARPSV

When an ATM device is started, TCP/IP attempts to establish a connection to the
ATMARP server for any LINK associated with a device that both specifies an
ATMLIS and has a corresponding ATMARPSV defined.

Syntax

Rule: Specify the parameters in the order shown here.

�� ATMARPSV arpsrv_name lis_name SVC ip_addr NSAP physical_addr
PVC pvc_name

��

Parameters

arpsrv_name
The ATMARP server to resolve ARP requests for this LIS. An arpsrv_name has a
maximum length of 16 characters.

lis_name
The logical IP subnet (LIS) as defined previously on the ATMLIS statement and
as included on the LINK statement. An lis_name has a maximum length of 16
characters.

SVC
Indicates that TCP/IP should connect to the ATMARP server by way of a
switched virtual circuit (SVC).

ip_addr
The IP address of the ATMARP server.

Requirement: This IP address must be contained within the subnet
defined by the lis_name parameter.

NSAP
The type of physical address; Network Services Access Point.
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physical_addr
The physical address of the ATMARP server. Specify a 40-digit
hexadecimal value.

Requirement: This is required only if the connection to the ATM ARP
server is a switched virtual circuit (SVC).

PVC
Indicates that TCP/IP should connect to the ATMARP server by way of a
permanent virtual circuit (PVC). Not all ATMARP server products support
being used as an ATMARP server over a PVC connection.

pvc_name
Use to specify the PVC name of the connection to the ATM ARP server, such as
ATMPVC1.

Requirement: This is required only if the connection to the ATM ARP server is
a permanent virtual circuit (PVC).

Rules: The following rules apply to this parameter:
v A PVC name has a maximum length of eight characters.
v This name must match the PVC defined for the ATM port in the ATM native

settings in the OSA configuration, which might further restrict the set of
valid names.

Steps for modifying

Perform the following steps to modify the ATMARPSV statement:
1. Stop the associated ATM device or devices.

______________________________________________________________________
2. Use the VARY TCPIP,,OBEYFILE command with a data set that contains a

DELETE ATMARPSV statement.
______________________________________________________________________

3. Use the VARY TCPIP,,OBEYFILE command with a data set that contains the
updated ATMARPSV statement.
______________________________________________________________________

4. Start the associated ATM device or devices.
______________________________________________________________________

For more information about the VARY TCPIP commands, see z/OS
Communications Server: IP System Administrator's Commands.

Examples

This is an example of a PVC connection to an ATMARP server:
ATMLIS LIS1 9.67.100.0 255.255.255.0
DEVICE OSA1 ATM PORTNAME PORT1
LINK LINK1 ATM OSA1 LIS LIS1
ATMPVC PVC1 LINK1
ATMARPSV ARPSV1 LIS1 PVC PVC1

This is an example of an SVC connection to an ATMARP server:
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ATMLIS LIS1 9.67.100.0 255.255.255.0
DEVICE OSA1 ATM PORTNAME PORT1
LINK LINK1 ATM OSA1 LIS LIS1
ATMARPSV ARPSV1 LIS1 SVC 9.67.100.10
NSAP 1234567890123456789012345678901234567890

Related topics
v “ATMLIS statement”
v “ATMPVC statement” on page 8
v “DEVICE and LINK — ATM devices statement” on page 9
v DELETE statement

ATMLIS statement

Because support will be eliminated for the ATM device type in a future release, the
ATMLIS statement will no longer be supported.

Use the ATMLIS statement to describe the characteristics of an ATM logical IP
subnet (LIS). An LIS is a separate administrative ATM entity. Each logical IP subnet
operates and communicates independently of other logical IP subnets on the same
ATM network.

Rule: Specify the required parameters in the order shown here. The ATMLIS
options can be specified in any order.

Syntax

�� ATMLIS lis_name subnet_value subnet_mask �

ATMLIS Options
��

ATMLIS Options:

Chapter 2. IP Configuration Reference 5
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ARPRETRies 2

ARPRETRies arp_retries
ARPTO 3

ARPTO arp_timeout
BEARERclass C

BEARERclass class
CEAGE 900

CEAGE cache_entry_age
DFLTMTU 9180

DFLTMTU default_mtu
INACTVTO 300

INACTVTO inactivity_timeout
MINHold 60

MINHold min_holding_time
PEAKCR 0

PEAKCR peak_cell_rate

Parameters

lis_name
The ATM logical IP subnet on the LINK statement. A lis_name has a maximum
length of 16 characters.

subnet_value
The subnet value that defines this logical IP subnet.

Rules:

v The subnet_value must be in the subnet mask. In other words, any bit in the
subnet value that is a 1-bit also must be a 1-bit in the subnet mask.

v The subnet_value must be a class A, B, or C address.

subnet_mask
The subnet mask that defines this logical IP subnet.

ARPRETRIES arp_retries
The number of times an ATMARP request is retried when no response is
received and the arp_timeout expires. By default, two retries occur. The
minimum value for this parameter is 0 and the maximum is 10. The default is
2.

ARPTO arp_timeout
The number of seconds to wait before retransmitting an ATMARP request. By
default, the wait is 3 seconds. The minimum value for this variable is 1 second
and the maximum is 60 seconds. The default is 3.

BEARERCLASS class
The class used to initialize the ATM session. The class is a single letter, A, C, or
X. C is the default value.
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CEAGE cache_entry_age
The number of seconds before an ARP cache entry is removed from the cache.
The minimum value for this parameter is 60. The maximum and default value
is 900.

DFLTMTU default_mtu
The maximum transmission unit for SVCs within this logical IP subnet. The
minimum valid value for this parameter is 0, the maximum is 65535, and the
default is 9 180.

INACTVTO inactivity_timeout
The number of seconds before an established SVC connection is dropped due
to no traffic. A value of 0 (minimum) for this parameter indicates there is no
timeout period. If a value of 1 - 9 is specified, a value of 10 is used. The
maximum value is 65535, and the default is 300.

MINHOLD min_holding_time
The minimum number of seconds that a call remains open. A value of 0
(minimum) for this parameter indicates that the call is controlled completely
by the inactivity_timeout. The maximum value for this parameter is 65535 and
the default is 60.

Restriction: If min_holding_time is less than inactivity_timeout or if
inactivity_timeout out is 0, then the value for min_holding_timehas no effect.

PEAKCR peak_cell_rate
Indicates the best effort peak cell rate for both forward and backward traffic. A
value of 0 (the minimum) indicates that a peak cell rate equal to 10% of the
actual link speed is used. This is the default value. The maximum value for
this variable is 2 147 483 647.

Steps for modifying

The lis_name, subnet_value, and subnet_mask values are used to identify each
ATMLIS statement. ATMLIS options can be updated by issuing an ATMLIS
statement for an existing ATMLIS with identical lis_name, subnet_value, and
subnet_mask values. If a previously defined LIS name is used on another ATMLIS
statement with a different subnet mask or subnet value, an error message is issued
saying that the ATMLIS statement is already defined.

To change any options (other than subnet value and subnet mask) on the ATMLIS
statement, use the VARY TCPIP,,OBEYFILE command with a data set that contains
the updated ATMLIS statement. Any options not included on the ATMLIS
statement are reset to defaults.

For more information about the VARY TCPIP commands, see z/OS
Communications Server: IP System Administrator's Commands.

Tip: The new ATMLIS values do not apply to any open ATM SVCs, but they do
apply to any newly created ATM SVCs.

Perform the following steps to modify the ATMLIS statement:
1. Stop the associated ATM device or devices.

______________________________________________________________________
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2. Use the VARY TCPIP,,OBEYFILE command with a data set that contains a
DELETE ATMLIS statement and a DELETE LINK statement for each associated
ATM link and a DELETE ATMARPSV statement for any associated
ATMARPSV.
______________________________________________________________________

3. Use the VARY TCPIP,,OBEYFILE command with a data set that contains the
updated ATMLIS statement along with the associated ATM LINK and
ATMARPSV statements.
______________________________________________________________________

4. Start the associated ATM device or devices.
______________________________________________________________________

For more information about the VARY TCPIP commands, see z/OS
Communications Server: IP System Administrator's Commands.

Examples
ATMLIS LIS1 9.67.100.0 255.255.255.0

Usage notes
v An ATMLIS must be referenced by a LINK statement. If an ATMLIS is

unreferenced by any LINK statement, that ATMLIS and any ATMARPSV
referring to that ATMLIS are automatically deleted.

v A HOME address used by an ATM LINK referencing an ATMLIS should be
within the logical IP subnetwork defined by the LIS subnet_value and
subnet_mask. If it is not within the subnetwork, the LINK is not able to send or
receive data over SVCs.

Related topics
v “ATMARPSV statement” on page 3
v DELETE statement
v “DEVICE and LINK — ATM devices statement” on page 9
v HOME statement

ATMPVC statement

Because support will be eliminated for the ATM device type in a future release, the
ATMPVC statement will no longer be supported.

Use the ATMPVC statement to describe a permanent virtual circuit (PVC) to be
used by an ATM link.

Syntax

Rule: Specify the parameters in the order shown here.

�� ATMPVC pvc_name link_name ��

Parameters

pvc_name
The name of the permanent virtual circuit on the ATM network.

8 Health Check for legacy device types
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Requirement: This name must match the name of the PVC defined in the
Open Systems Adapter (OSA) configuration in the ATM native settings for the
ATM port. A pvc_name has a maximum length of eight characters. Because this
name must match the PVC defined for the ATM port in the ATM native
settings in the OSA configuration, it might further restrict the set of valid
names.

link_name
The name of the ATM link associated with this PVC.

Requirement: The link_name must be defined previously with a LINK
statement. The maximum length is 16 characters.

Steps for modifying

Perform the following steps to modify the ATMPVC statement:
1. Stop the associated ATM device whose link is referenced on the ATMPVC

statement.
______________________________________________________________________

2. Use the VARY TCPIP,,OBEYFILE command with a data set that contains a
DELETE ATMPVC statement.
______________________________________________________________________

3. Use the VARY TCPIP,,OBEYFILE command with a data set that contains the
updated ATMPVC statement.
______________________________________________________________________

4. Start the associated ATM device.

For more information about the VARY TCPIP commands, see z/OS
Communications Server: IP System Administrator's Commands.

Examples
DEVICE OSA1 ATM PORTNAME PORT1
LINK LINK1 ATM OSA1
ATMPVC PVC1 LINK1

Usage notes

When an ATM device is started, TCP/IP attempts to activate all PVCs defined to
all LINKs associated with the ATM device.

Related topics
v DELETE statement
v “DEVICE and LINK — ATM devices statement”

DEVICE and LINK — ATM devices statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets™.

Use the DEVICE statement to specify the name of the ATM device that you use.
Use the LINK statement to define a network interface link associated with the
ATM device.

Chapter 2. IP Configuration Reference 9
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The presence of DEVICE and LINK ATM statements in your PROFILE.TCPIP
enables ATM native mode and SNMP network management support for the ATM
device. Even if an ATM device is not being used by this TCP/IP, or is being used
by TCP/IP in ATM LAN Emulation mode instead of Native mode, specifying
DEVICE and LINK statements enable you to retrieve SNMP network management
data for the ATM device. Enabling SNMP network management data for the ATM
devices also requires specification of the OSAENABLED parameter on the
SACONFIG Profile statement. For more information about SNMP OSA
Management, see z/OS Communications Server: IP Configuration Guide.

You can specify multiple LINKs for an ATM device. This is so an ATM device can
be in more than one LIS.

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVice device_name ATM PORTNAME port_name
ENABLEINcomingsvc

DISABLEINcomingsvc
�

�
NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device.

Requirement: The device name must be the Open Systems Adapter (OSA)
name known to MPC and OSA/SF. The maximum length is eight characters.
This name, the OSA name, must match the name specified on the transport
resource list element (TRLE).For more information about the TRLE, see z/OS
Communications Server: SNA Resource Definition Reference. The same name is
specified in the LINK statements.

ATM
Specifies the device is for ATM use.

PORTNAME port_name
The OSA port name. The maximum length is eight characters.

Requirements:

v This name must match the port name specified on the transport resource list
element (TRLE). For more information about the TRLE, see z/OS
Communications Server: SNA Resource Definition Reference.

v The PORTNAME must be the same in all instances of TCP/IP and VTAM®

that share the same adapter.

DISABLEINCOMINGSVC
Device cannot be used for incoming SVCs.
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ENABLEINCOMINGSVC
Allow incoming SVC calls for this device; the device can be used for both
outgoing and incoming SVCs.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

Syntax

Rule: The optional parameters on the LINK statement following device_name can be
specified in any order.

�� LINK link_name ATM device_name
LIS lis_name

�

�
IFSPEED 0

IFSPEED ifspeed
IFHSPEED ifhspeed

SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is 16 characters.

ATM
Specifies that the link is an ATM link.

device_name
The device_name must be the same as specified in the DEVICE statement.

LIS lis_name
The logical IP subnet for this LINK. This parameter is required only if the link
is to be used for SVC connections. The maximum length is 16 characters. The
lis_name must be defined on an ATMLIS statement prior to being used on the
LINK statement.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for the ifspeed variable is 0, the
maximum value is 2 147 483 647, and the default is 0 set dynamically. Until
the interface is successfully started, this value is used by SNMP as the value of
the ifSpeed MIB object. After the interface is successfully started, SNMP uses
the actual speed reported by the interface as the value of the ifSpeed MIB
object. The value of this parameter has no effect on the operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for the ifhspeed
variable is 0, the maximum value is 2 147, and the default ifhspeed for an ATM
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link is 0. Until the interface is successfully started, this value is used by SNMP
as the value of the ifHighSpeed MIB object. After the interface is successfully
started, SNMP uses the actual speed reported by the interface as the value of
the ifHighSpeed MIB object. The value of this parameter has no effect on the
operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

Examples

The following example specifies that OSA1 is an ATM device:
DEVICE OSA1 ATM PORTNAME PORT1
LINK LINK1 ATM OSA1

Usage notes

To see samples of commands for using dynamic routing with this device, see the
information about NBMA subnetworks in z/OS Communications Server: IP
Configuration Guide.

Related topics
v “ATMARPSV statement” on page 3
v “ATMLIS statement” on page 5
v “ATMPVC statement” on page 8
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v BEGINROUTES statement
v BSDROUTINGPARMS statement
v DELETE statement
v GATEWAY statement
v HOME statement
v SACONFIG statement
v START statement
v STOP statement
v TRANSLATE statement

DEVICE and LINK — CLAW devices statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name and hexadecimal device number of
a Common Link Access to Workstation (CLAW) device that you use. Devices that
use the CLAW protocol include SP2, IBM pSeries servers, and Cisco
7200/7500-series channel-attached routers. Only one DEVICE statement should be
used for each device. Use the LINK statement to define a network interface link
associated with CLAW devices.

Restriction: Only one LINK statement should be used for each device.

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVice device_name CLAW device_number �

� host_claw_name workstation_claw_name NONE
PACKED

15

read_buffers
�

�
15

write_buffers

4096(Unpacked) or 32K (Packed)

read_size
�

�
4096(Unpacked) or 32K (Packed)

write_size

NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

CLAW
Specifies the device is a CLAW device.

Chapter 2. IP Configuration Reference 13
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device number
The hexadecimal device number of the pSeries. TCP/IP also uses device
number + 1.

host_claw_name
A value that defines the name of the host system in the system validation
exchange between the TCP/IP code and the workstation code. This name must
match the HOSTNAME configured on the device.

The maximum length is eight characters.

workstation_claw_name
A value for the name of the workstation for the system validation exchange.
This name must match the Workstation (or Device) Name configured on the
device. The maximum length is eight characters.

NONE
This CLAW device operates in non-packed mode. This is the default value.

PACKED
This CLAW device operates in packed mode.

read_buffers
This is the decimal number (one or more) of buffers to allocate to the read
channel program. The minimum value that can be specified for read_buffers is
1; the maximum effective value is limited to 256K/Read_Size, even if a larger
value is coded on this statement. This should be large enough to give TCP/IP
sufficient time to process the received data and append the buffer to the
running channel program before it terminates. Each of these buffers uses real
storage, so the number should be small enough not to impact overall system
performance. The default is 15.

write_buffers
This is the decimal number (one or more) of buffers to allocate to the write
channel program. The minimum value that can be specified for write_buffers is
1; the maximum effective value is limited to 256K/Write_Size, even if a larger
value is coded on this statement. This should be large enough that a busy
TCP/IP can reuse buffers without the channel program terminating. Each of
these buffers uses real storage, so the number should be small enough not to
impact overall system performance. The default is 15.

read_size
This is the size of the read buffers. If non-packed mode is specified, values are:
v 1024
v 2048
v 3072
v 4096

If packed mode is specified, the valid values for the read_size parameter are:
v 32K
v 60K

The default for non-packed mode is 4096. The default for packed mode is 32K.

Use the following guidelines for selection read_size:

Unpacked mode
When configuring CLAW to communicate with pSeries, choose the
read_size value that matches the transmit buffer size configured on the
channel adapter (this is usually 4096, unless the administrator has
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overridden this setting on the adapter). When configuring CLAW to
communicate with a Cisco 7200-series or 7500-series router in
non-packed mode, always specify a read_size of 4096. For other CLAW
devices, see the documentation for the device.

Packed mode
When running workloads that involve bulk-data transfer inbound, the
60K read_size value delivers a higher throughput than the 32K value.
However, this larger buffer consumes more REAL storage than the 32K
setting.

write_size
This is the size of the write buffers. If non-packed mode is specified, values
are:
v 1024
v 2048
v 3072
v 4096 or 4K

If packed mode is specified, the valid values for the write_size parameter are:
v 32K
v 60K

The default for UnPacked mode is 4096. The default for Packed mode is 32K.

Use the following guidelines for selection write_size:

Unpacked mode
When configuring CLAW to communicate with pSeries, choose the
write_size value that matches the receive buffer size configured on the
channel adapter (this is usually 4096, unless the administrator has
overridden this setting on the adapter). When configuring CLAW to
communicate with a Cisco 7200-series or 7500-series router in
non-packed mode, always specify a read_size of 4096. For other CLAW
devices, see the documentation for the device.

Packed mode
When running workloads that involve bulk-data transfer outbound, the
60K write_size value delivers a higher throughput than the 32K value;
however, the larger buffer consumes more REAL storage than the 32K
setting.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Syntax

Rule: The optional parameters on the LINK statement following the device_name
parameter can be specified in any order.
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�� LINK link_name IP 0 device_name
P2MP

IFSPEED 100000000

IFSPEED ifspeed
IFHSPEED ifhspeed

�

�
SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is 16 characters.

IP 0
Specifies that the link is an IP link.

device_name
The device_name must be the same as specified in the DEVICE statement. The
maximum length is 16 characters.

P2MP
Treat this CLAW link as a point-to-multipoint link. The default is
point-to-point. Point-to-multipoint RIP neighbors with which OMPROUTE
exchanges routing information are learned through RIP_INTERFACE
NEIGHBOR statements or upon receipt of an RIP update from the same-subnet
neighbor.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed is 0; the maximum value is
2147483647. The default is 100000000. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed is 0; the
maximum value is 2147. The default is 100. This value is accessible to SNMP
for management queries, but has no effect on operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.
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NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

Examples

This example shows how you might code DEVICE, LINK, and related statements
for a pSeries connection.
DEVICE RS6K CLAW 6B2 HOST PSCA NONE
LINK IPLINK1 IP 0 RS6K
HOME

192.10.10.1 IPLINK1

GATEWAY
;
; Network First hop Driver Packet size Subnet mask Subnet value

192.10.10.2 = IPLINK1 DEFAULTSIZE HOST
DEFAULTNET 192.10.10.2 IPLINK1 DEFAULTSIZE 0

; BSDROUTINGPARMS: Defines the characteristics of each link defined at the host.
;
; If not supplied, defaults will be supplied from:
; (1) Static routing definitions in BEGINROUTES
; (2) OMPROUTE configuration (if OMPROUTE is running)
; (3) Stack’s interface layer based on hardware capabilites ; and characteristics
: of devices and links.
; - OMPROUTE does not require BSDROUTINGPARMS. However,
; it will override the parameters with its coded or
; defaulted values from its configuration.
; - NCPROUTE requires BSDROUTINGPARMS to route Transport
; PDUs prior to OMPROUTE activation. If OMPROUTE is
; also used, the parameters must match the corresponding
; ones in OMPROUTE configuration for the channel-
; attached links.
;

Usage notes
v Claw packing was originally developed to communicate with the Cisco 7200

series routers with Channel Port Adapters (ECPAs or PCPAs) and the Cisco 7500
series routers with Channel Interface Processors (CIPs), but newer router models
from Cisco or other vendors might have incorporated the Claw packing function
since that time. Please consult your router vendor if there are questions about
the packing capability of your router.
The prerequisite microcode from Cisco is cip26-17 or xcpa26-17 for 12.0 IOS
releases and cip27-11 or xcpa27-11 for 12.1 IOS releases; also, any future image
that has the following problems resolved: CSCds19174 and CSCds24793.
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v If PACKED operation is specified, z/OS Communications Server ensures READ
and WRITE buffer sizes of at least 32K, and enforces an interface MTU of 4096
bytes on the z/OS side of the channel. The interface MTU is not to be confused
with the MTU value that is defined in the routing definitions; the interface MTU
sets an upper limit on what the MTU can be for a routing definition.

v If the z/OS server running the CLAW device driver is a second-level (Virtual
not equal Real) guest on a VM system, certain elements of the CLAW protocol
are transparently disabled. In particular, the effects of extending the channel
program are seen, and this can result in a higher interrupt rate with potentially
lower throughput. Other than this slightly degraded performance, the CLAW
device driver is functional in a Virtual-Not-Equal-Real guest.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v START statement
v STOP statement

DEVICE and LINK — HYPERchannel A220 devices statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name and hexadecimal device number of
the HYPERchannel A220 device.

Use the LINK statement to define the link to the HYPERchannel A220 adapter.

The TRANSLATE statement is required for HYPERchannel A220 devices.

Some token-ring hardware does not recognize the RFC 1469 mandated functional
MAC address for multicast. The TRANSLATE statement can be used to configure a
token-ring link to broadcast multicast datagrams as an alternative to using the
functional MAC address. Use the reserved class D address 224.0.0.0 with one of the
following special physical addresses:
v FFFFFFFFFFFF for all rings broadcast
v C00000040000 to reset back to the default functional address

The following examples show how to specify each method:
v All rings:

TRANSLATE
224.0.0.0 IBMTR FFFFFFFFFFFF linkname

v Assigned functional address:
TRANSLATE

224.0.0.0 IBMTR C00000040000 linkname

The TRANSLATE statement is effective on a per link basis. You do not have to
code a TRANSLATE statement if you want the assigned functional address, as it is
the default method.
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For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVICE device_name HCH base_device_number
NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

HCH
Specifies the device is a HYPERchannel A220.

base_device_number
The hexadecimal base device number (in the range 0 - FFFF) associated with
the A220 adapter. Two addresses are used by TCP/IP: the base_device_number
and base_device_number+1.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying the NOAUTORESTART value
indicates that the TCP/IP address space does not attempt to reactivate
this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Syntax

Rule: The optional parameters on the LINK statement following device_name can be
specified in any order.

�� LINK link_name HCH adapter_addr device_name
IFSPEED 50000000

IFSPEED ifspeed
IFHSPEED ifhspeed

�

�
SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is 16 characters.

HCH
Specifies that the link is a HYPERchannel A220.
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adapter_addr
This value must be an integer, but the value is ignored. This parameter is
included for consistency with LINK statement formats for other device types.

device_name
The device_name must be the same as specified in the DEVICE statement. The
maximum length is 16 characters.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed for a hyperchannel link is
0; the maximum value is 2 147 483 647. The default is 50 000 000. This value
is accessible to SNMP for management queries, but has no effect on operation
of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed for a
hyperchannel link is 0; the maximum value is 2147. The default is 50. This
value is accessible to SNMP for management queries, but has no effect on
operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

20 Health Check for legacy device types



Usage notes
v The ATTENTION+BUSY and unit check conditions are normally handled in the

background and can affect performance without any visible evidence. The
guidelines for HYPERchannel A222 and A223 Mode Switch Settings are:
– The Disable Attentions setting on the HYPERchannel box eliminates the

ATTENTION+BUSY status in response to read commands, which reduces
overhead.

– The Enable Command Retry setting reduces the number of unit checks needed
because of trunk contention. This setting improves performance, because the
TCP/IP device driver waits 10 milliseconds before retrying a command that
produced a unit check. This setting also eliminates the need to perform sense
operations and retry commands.

v To use dynamic routing with this device, see the NBMA subnetworks
information (Non_Broadcast parameter) in OSPF_INTERFACE statement and see
examples in z/OS Communications Server: IP Configuration Guide.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v START statement
v STOP statement
v TRANSLATE statement

DEVICE and LINK — SNA LU0 links statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name of the address space running the
SNALINK program and the remote SNA LU name of the 3745 Communications
Controller to which an Ethernet or token-ring is attached. These statements are
required for NCPROUTE when using NCP V7R3 or earlier.

Use the LINK statement to define the link on the SNA LU type 0 DEVICE
statement. Use this method to configure TCP/IP to access the 3745 adapter through
SNALINK.

Syntax

Rule: Specify the parameters in the order shown here.

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

�� DEVICE device_name SNAIUCV SNALINK lu_name proc_name �
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�
NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

SNAIUCV SNALINK
Specifies that the connection operates as an SNA LU type 0.

lu_name
The logical unit (LU) name of the remote end. The maximum length is eight
characters.

proc_name
The name of the SNALINK started procedure that runs on the host end. The
maximum length is eight characters.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Syntax

Rule: The optional parameters on the LINK statement following the device_name
parameter can be specified in any order.

�� LINK link_name SAMEHOST link_number device_name
IUCV

�

�
IFSPEED 56000

IFSPEED ifspeed
IFHSPEED ifhspeed

SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Restriction: There must be only one LINK statement for each SNA LU type 0
device statement.

Parameters

link_name
The name of the link. The maximum length is 16 characters.

SAMEHOST
Specifies that the DEVICE for SNA LU type 0 support uses a SAMEHOST
connection.
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Note on IUCV: The IUCV keyword remains for migration purposes and is
identical to SAMEHOST.

link_number
The link_number must be an integer, but its value is ignored. This parameter is
included for consistency with LINK statement formats for other device types.

device_name
The device_name must be the same as specified in the DEVICE statement. The
maximum length is 16 characters.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed is 0; the maximum value is
2147483647. The default is 56000. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed is 0; the
maximum value is 2147. The default is 0. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.
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Examples

In this example, SNALU0 is an SNA Link.
DEVICE SNALU0 SNAIUCV SNALINK LU000000 SNALINK
LINK SNA1 SAMEHOST 1 SNALU0

Usage notes

You can specify multiple LU0 DEVICE statements for the same SNALINK started
procedure. A single LU0 address space can support multiple SAMEHOST links. A
SAMEHOST link is created for each pair of LU0 DEVICE and LINK statements.

However, you must specify a different lu_name for each DEVICE statement. This
value is passed to the LU0 application to establish a session with a remote LU of
that name.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v START statement
v STOP statement

DEVICE and LINK — SNA LU 6.2 links statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name of the started procedure running
the SNALINK LU 6.2 interface program.

Use the LINK statement to define the link to the SNALINK LU 6.2 Interface
program.

Restriction: There must be only one LINK statement for each SNA LU type 6.2
DEVICE statement.

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVICE device_name SNALU62 proc_name
NOAUTORestart

AUTORestart
��
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Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

SNALU62
Specifies that the connection operates by an SNA LU type 6.2 session.

proc_name
The name of the SNALINK started procedure (on this node) that controls the
device. The maximum length is eight characters.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Syntax

Rule: The optional parameters on the LINK statement following the device_name
parameter can be specified in any order.

�� LINK link_name SAMEHOST link_number device_name
IUCV

�

�
IFSPEED 56000

IFSPEED ifspeed
IFHSPEED ifhspeed

SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is eight characters. The same name
is specified in the SNALINK LU 6.2 configuration data set
(hlq.PROFILE.TCPIP) to identify this link.

SAMEHOST
A constant that specifies that the device for SNA LU type 6.2 support uses a
SAMEHOST connection.

Note on IUCV: The IUCV keyword remains for migration purposes and is
identical to SAMEHOST.

link_number
The link_number must be an integer, but the value is ignored. This parameter is
included for consistency with LINK statement formats for other device types.

device_name
The device_name must be the same as specified in the DEVICE statement. The
maximum length is 16 characters.
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IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed is 0; the maximum value is
2 147 483 647. The default is 56 000. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed is 0; the
maximum value is 2 147. The default is 0. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v START statement
v STOP statement
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DEVICE and LINK — X.25 NPSI connections statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name and address of the X.25 NPSI
interface program devices that you use. Use the LINK statement to define a
network interface link associated with the X.25 NPSI interface program devices.

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVICE device_name X25NPSI proc_name
NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

X25NPSI
Specifies that the device is an X.25 NPSI.

proc_name
The name of the X.25 NPSI server started procedure. The maximum length is
eight characters.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Restriction: Only one DEVICE and LINK statement per TCPIPX25 address space is
allowed.

Syntax

Rule: The optional parameters on the LINK statement following the device_name
parameter can be specified in any order.

�� LINK link_name SAMEHOST link_number device_name
IUCV

�
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�
IFSPEED 56000

IFSPEED ifspeed
IFHSPEED ifhspeed

SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is 16 characters.

SAMEHOST
Specifies that the connection to X.25 NPSI is established using a SAMEHOST
connection.

Note on IUCV: The IUCV keyword remains for migration purposes and is
identical to SAMEHOST.

link_number
The link_number must be an integer, but its value is ignored. This parameter is
included for consistency with LINK statement formats for other device types.

device_name
The device_name must be the same as specified in the DEVICE statement. The
maximum length is 16 characters.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed is 0; the maximum value is
2 147 483 647. The default is 56 000. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed is 0; the
maximum value is 2 147. The default is 0. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide.

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.
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Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

Examples

This example shows how you might code DEVICE, LINK, and related statements
for an X.25 connection.
DEVICE X25DEV X25NPSI TCPIPX25
LINK X25LINK SAMEHOST 1 X25DEV
;
HOME

199.005.058.23 X25LINK
;
GATEWAY
;
; Network First Hop Link name Packet size Subnet mask Subnet Value

192.005 = X25LINK 2000 0.0.255.0 0.0.58.0
;
START X25DEV
;

Usage notes

To use dynamic routing with this device, see the NBMA subnetworks information
in z/OS Communications Server: IP Configuration Guide.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v START statement
v STOP statement
v TN3270E Telnet server

DEVICE and LINK — 3745/46 channel DLC devices statement

This device type will not be supported in a future release. It is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets.

Use the DEVICE statement to specify the name and hexadecimal device number of
the channel data link control (CDLC) devices that you use. Use the LINK statement
to define a network interface link associated with the CDLC devices.

If the device is running NCP V7R3 or earlier and dynamic routing is to be
performed, SNALINK must be configured to carry RIP transport PDUs:
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v NCP V7R3 or earlier does not support native IP transmission across the channel
of the transport PDUs associated with RIP traffic (NCP V7R3 or earlier expects
these PDUs to be carried in SNA Frames). SNALINK is still required in
environments where dynamic routing is performed with the NCP V7R3 or
earlier (using NCPROUTE).
To minimize the amount of data sent across the SNALINK (LUO) connection (as
SNALINK consumes more CPU than does IP over CDLC), use the RIP Filter to
send RIP updates across the channel, while the associated transport PDUs
(Route Table Management, for example, Handshaking, Add Route Request,
Delete Route Request) are carried over the SNALINK connection.

v If the device is running a later version than NCP V7R3, or if the device is a 3746
model 950, SNALINK is not required (all IP and RIP traffic can be transported
over direct CDLC link of TCP/IP).

For more information about missing interrupt handler (MIH) considerations with
TCP/IP devices, see Missing interrupt handler factors.

Syntax

Rule: Specify the parameters in the order shown here.

�� DEVICE device_name CDLC device_number
15

read_buffers
�

�
15

write_buffers

4096

read_size

4096

write_size

NOAUTORestart

AUTORestart
��

Parameters

device_name
The name of the device. The maximum length is 16 characters. The same name
is specified in the LINK statement.

CDLC
Specifies that this device is to run the CDLC protocol.

device_number
The hexadecimal device number (in the range 0 - FFFF) of the CDLC device.

read_buffers
The decimal number of buffers to allocate to the read channel program. The
default is 15. The minimum is 1 and the maximum is 63. The product of
read_buffers times read_size must be less than or equal to 65535. If the product
of these configured variables exceeds 65535, TCP/IP reduces read_buffers to the
integer 65535/read_size.

write_buffers
The decimal number of buffers to allocate to the write channel program. The
minimum is 1 and the maximum is 63. The product of write_buffers times
write_size must be less than or equal to 65535. The default is 15. If the product
of these configured variables exceeds 65535, TCP/IP reduces write_buffers to the
integer 65535/write_size.

read_size
The size in bytes (decimal) of the read buffers. The default is 4096. Valid values
are 1024, 2048, 4096, 6144, 8192.
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write_size
The size in bytes (decimal) of the write buffers. The default is 4096. Valid
values are 1024, 2048, 4096, 6144, 8192.

AUTORESTART | NOAUTORESTART
Controls device failure reactivation behavior.

NOAUTORESTART
For most device failures, specifying NOAUTORESTART indicates that
the TCP/IP address space does not attempt to reactivate this device.

AUTORESTART
In the event of a device failure, the TCP/IP address space attempts to
reactivate the device. For more information, see Recovering from
device failures.

Syntax

Rule: The optional parameters on the LINK statement following the device_name
parameter can be specified in any order.

�� LINK link_name CDLC adapter_addr device_name
IFSPEED 4500000

IFSPEED ifspeed
IFHSPEED ifhspeed

�

�
SECCLASS 255

SECCLASS security_class

NOMONSYSPLEX

MONSYSPLEX
��

Parameters

link_name
The name of the link. The maximum length is 16 characters.

CDLC
Specifies that the link is a channel DLC.

adapter_addr
The adapter_addr value must be an integer, but the value is ignored. This
parameter is included for consistency with the LINK statement formats for
other device types.

device_name
The device_name must be the same as specified in the DEVICE statement.

IFSPEED ifspeed
An optional estimate of the interface's current bandwidth in bits per second.
The minimum value that can be specified for ifspeed is 0; the maximum value is
2147483647. The default is 4500000. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

IFHSPEED ifhspeed
An optional estimate of the interface's current bandwidth in one million bits
per second units. The minimum value that can be specified for ifhspeed is 0; the
maximum value is 2147. The default is 4. This value is accessible to SNMP for
management queries, but has no effect on operation of the device.

SECCLASS security_class
Use this parameter to associate a security class for IP filtering with this
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interface. In order for traffic over the interface to match a filter rule, the filter
rule must have the same security class value as the interface or a value of 0.
Filter rules can be specified in the TCP/IP profile or in an IP Security policy
file read by the Policy Agent. Filter rules can include a security class
specification on the IpService statement in an IP Security policy file or on the
SECCLASS parameter on the IPSEC statement in the TCP/IP profile.

Valid security classes are identified as a number in the range 1 - 255. The
default value is 255. For more information about security class values, see
z/OS Communications Server: IP Configuration Guide..

Restriction: The TCP/IP stack ignores this value if IPSECURITY is not
specified on the IPCONFIG statement.

MONSYSPLEX | NOMONSYSPLEX
Specifies whether or not sysplex autonomics should monitor the link's status.

NOMONSYSPLEX
Specifies that sysplex autonomics should not monitor the link's status.
This is the default value.

MONSYSPLEX
Specifies that sysplex autonomics should monitor the link's status.

Restriction: The MONSYSPLEX attribute is not in effect unless the
MONINTERFACE keyword is specified on the GLOBALCONFIG
SYSPLEXMONITOR profile statement. The presence of dynamic routes
over this link is monitored if the DYNROUTE keyword is also
specified on the GLOBALCONFIG SYSPLEXMONITOR profile
statement.

Steps for modifying

See Modifying DEVICE and LINK statements for modifying information.

Usage notes

For a buffer size of 8192, the maximum number of buffers is 7. For a buffer size of
6144, the maximum number of buffers is 10. For a buffer size of 4096, the
maximum number of buffers is 15. For a buffer size of 2048, the maximum number
of buffers is 31. For a buffer size of 1024, the maximum number of buffers is 63.

Related topics
v BEGINROUTES statement
v BSDROUTINGPARMS statement
v GATEWAY statement
v HOME statement
v STOP statement
v START statement
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Chapter 3. IP Diagnosis Guide

IBM Health Checker for z/OS
IBM Health Checker for z/OS is a z/OS component that installations can use to
gather information about their system environment and system parameters to help
identify potential configuration problems before they impact availability or cause
outages. Individual products, z/OS components, or ISV software can provide
checks that take advantage of the IBM Health Checker for z/OS framework.

For more information about IBM Health Checker for z/OS, see IBM Health
Checker for z/OS: User's Guide.

z/OS Communications Server TCP/IP provides the following checks:

CSRES_AUTOQ_GLOBALTCPIPDATA
Checks whether the AUTOQUIESCE operand has been specified on the
UNRESPONSIVETHRESHOLD resolver setup statement and that the
GLOBALTCPIPDATA resolver setup statement has not been specified in
the resolver setup file.

CSRES_AUTOQ_RESOLVEVIA
Checks whether the RESOLVEVIA statement has been specified with the
value TCP in the global TCPIP.DATA file when the autonomic quiescing of
unresponsive name servers function is active.

CSRES_AUTOQ_TIMEOUT
Checks whether the configured resolver timeout value in the global
TCPIP.DATA file exceeds the optimal setting when the autonomic quiescing
of unresponsive name servers function is active. By default, this check is
performed once when the resolver is initialized and whenever a MODIFY
REFRESH command is issued. This default value can be overridden on
either a POLICY statement in the HZSPRMxx parmlib member or on a
MODIFY command.

CSTCP_CINET_PORTRNG_RSV_TCPIPstackname
Checks whether the port range specified by INADDRANYPORT and
INADDRANYCOUNT in the BPXPRMxx parmlib member is reserved for
OMVS on this stack, when operating in a CINET environment. A port
range is reserved on a TCP/IP stack using the PORTRANGE TCP/IP
profile statement. By default, this check is performed once at stack
initialization. This default can be overridden on either a POLICY statement
in the HZSPRMxx parmlib member or on a MODIFY command. The check
name is suffixed by TCPIPstackname, which is the job name of each TCP/IP
stack that is started, to define a separate check for each stack.

CSTCP_IPMAXRT4_TCPIPstackname
Checks whether the total number of IPv4 indirect routes in the TCP/IP
stack routing table has exceeded the maximum threshold. When this
threshold is exceeded, OMPROUTE and the TCP/IP stack can potentially
experience high CPU consumption from routing changes. A large routing
table is considered to be inefficient in network design and operation. By
default, this check is performed at the following times:
v Whenever the total number of indirect routes exceeds the maximum

threshold (default 2000)
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v 30 minutes after stack initialization (provided that the maximum
threshold has not been exceeded)

v Specified interval (default 168 hours for weekly)

The defaults for the maximum threshold and interval can be overridden on
either a POLICY statement in the HZSPRMxx parmlib member or on a
MODIFY command. The check name is suffixed by TCPIPstackname, which
is the job name of each TCP/IP stack that is started, to define a separate
check for each stack.

CSTCP_IPMAXRT6_TCPIPstackname
Checks whether the total number of IPv6 indirect routes in the TCP/IP
stack routing table has exceeded the maximum threshold. When this
threshold is exceeded, OMPROUTE and the TCP/IP stack can potentially
experience high CPU consumption from routing changes. A large routing
table is considered to be inefficient in network design and operation. By
default, this check is performed at the following times:
v Whenever the total number of indirect routes exceeds the maximum

threshold (default 2000)
v 30 minutes after stack initialization (provided that the maximum

threshold has not been exceeded)
v Specified interval (default 168 hours for weekly)

The defaults for the maximum threshold and interval can be overridden on
either a POLICY statement in the HZSPRMxx parmlib member or on a
MODIFY command. The check name is suffixed by TCPIPstackname, which
is the job name of each TCP/IP stack that is started, to define a separate
check for each stack.

CSTCP_SYSTCPIP_CTRACE_TCPIPstackname
Checks whether TCP/IP Event Trace (SYSTCPIP) is active with options
other than the default options (MINIMUM, INIT, OPCMDS, or OPMSGS).
By default, this check will be performed once at stack initialization and
then will be repeated once every 24 hours. This default can be overridden
on either a POLICY statement in the HZSPRMxx parmlib member or on a
MODIFY command. The check name is suffixed by TCPIPstackname, which
is the job name of each TCP stack that is started, to define a separate check
for each stack.

CSTCP_SYSPLEXMON_RECOV_TCPIPstackname
Checks whether the IPCONFIG DYNAMICXCF or IPCONFIG6
DYNAMICXCF parameters have been specified and the GLOBALCONFIG
SYSPLEXMONITOR RECOVERY parameter has been specified. This check
produces an exception message if the IPCONFIG DYNAMICXCF or
IPCONFIG6 DYNAMICXCF parameters were specified, but the
GLOBALCONFIG SYSPLEXMONITOR NORECOVERY parameter is in
effect. By default, this check is performed once at stack initialization. This
default can be overridden on either a POLICY statement in the HZSPRMxx
parmlib member or on a MODIFY command. The check name is suffixed
by TCPIPstackname, which is the job name of each TCP stack that is started,
to define a separate check for each stack.

CSTCP_TCPMAXRCVBUFRSIZE_TCPIPstackname
Checks whether the configured TCP maximum receive buffer size is
sufficient to provide optimal support to the z/OS Communications Server
FTP Server. By default, this check is performed once at stack initialization
and whenever a VARY TCPIP,,OBEYFILE command changes the
TCPMAXRCVBUFRSIZE parameter. By default, it checks that
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TCPMAXRCVBUFRSIZE is at least 180K. These defaults can be overridden
on either a POLICY statement in the HZSPRMxx parmlib member or on a
MODIFY command. The check name is suffixed by TCPIPstackname, which
is the job name of each TCP stack that is started, to define a separate check
for each stack.

ZOSMIGV2R1_CS_GATEWAY
Checks whether GATEWAY statements are in use on the system. By
default, this check is inactive. This default can be overridden on either a
POLICY statement in the HZSPRMxx parmlib member or on a MODIFY
command. If an IBM Health Checker for z/OS exception message is
generated, migration must be performed.

ZOSMIGV2R1_CS_LEGACYDEVICE
Checks whether any TCP/IP profile statements for legacy device types
have been configured on this system. The check is used for the following
profile statements:
v DEVICE and LINK profile statements for the following device types:

ATM, CDLC, CLAW, HYPERchannel, SNALINK (LU0 and LU6.2), and
X.25.

v Profile statements associated with ATM device types: ATMARPSV,
ATMLIS, and ATMPVC.

By default, this check is inactive. This default can be overridden on either a
POLICY statement in the HZSPRMxx parmlib member or on a MODIFY
command. If an IBM Health Checker for z/OS exception message is
generated, migration must be performed.
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Chapter 4. SNA Messages

ISTM015I Legacy device statements are not in use on this system

Explanation: Check ZOSMIGV2R1_CS_LEGACYDEVICE ran successfully and found no exceptions. The check
determined that there are no legacy device type profile statements in use by any TCP/IP stacks on this system.
Support for the DEVICE and LINK profile statements for the following TCP/IP legacy device types will be
eliminated in a future release of IBM z/OS Communications Server:

v ATM

v CDLC

v CLAW

v HYPERchannel

v SNALINK (LU0 and LU6.2)

v X.25

Because support will be eliminated for the ATM device type in a future release, the following associated TCP/IP
profile statements will no longer be supported:

v ATMARPSV

v ATMLIS

v ATMPVC

System action: The system continues processing.

Operator response: Not applicable.

System programmer response: Not applicable.

User response: Not applicable.

Problem determination: Not applicable.

Source: z/OS Communications Server Health Checker

Module: Use the modifiable VTAM start option MSGMOD=yes (f procname,vtamopts,msgmod=yes or f
procname,msgmod=yes) to display the issuing module when a message is issued. See z/OS Communications Server:
SNA Operation and z/OS Communications Server: SNA Resource Definition Reference for more information about
start options.

Routing code: Not applicable.

Descriptor code: Not applicable.

Automation: Not applicable.

Example:

ISTM015I Legacy device statements are not in use on this system

ISTM016E Legacy device statements are in use on this system during this IPL

Explanation: Check ZOSMIGV2R1_CS_LEGACYDEVICE determined that legacy device type profile statements are
in use on this system during this IPL. Support for the DEVICE and LINK profile statements for the following TCP/IP
legacy device types will be eliminated in a future release of IBM z/OS Communications Server:

v ATM

v CDLC

v CLAW

v HYPERchannel

v SNALINK (LU0 and LU6.2)

v X.25
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Because support will be eliminated for the ATM device type in a future release, the following associated TCP/IP
profile statements will no longer be supported:

v ATMARPSV

v ATMLIS

v ATMPVC

System action: The system continues processing.

Operator response: Contact the system programmer.

System programmer response: When the TCP/IP stack processes a legacy device type profile statement, the stack
issues message EZZ0717I. For information about the profile data set that contains the statements, see the EZZ0717I
message and the associated profile processing messages. Because the profile statements for legacy device types will
not be supported in the TCP/IP profile in a future release of z/OS Communications Server, it is recommended that
you migrate to a later interface type, such as OSA-Express QDIO or HiperSockets. For more information about using
OSA-Express QDIO or HiperSockets interfaces, see Considerations for networking hardware attachment in z/OS
Communications Server: IP Configuration Guide.

User response: Not applicable.

Problem determination: Not applicable.

Source: z/OS Communications Server Health Checker

Module: Use the modifiable VTAM start option MSGMOD=yes (f procname,vtamopts,msgmod=yes or f
procname,msgmod=yes) to display the issuing module when a message is issued. See z/OS Communications Server:
SNA Operation and z/OS Communications Server: SNA Resource Definition Reference for more information about
start options.

Routing code: Not applicable.

Descriptor code: Not applicable.

Automation: Not applicable.

Example:

ISTM016E Legacy device statements are in use on this system during this IPL

ISTM016E
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Chapter 5. Health Check User's Guide

ZOSMIGV2R1_CS_LEGACYDEVICE
Description:

Checks whether any TCP/IP profile statements for legacy device types have
been configured on this system. Support for the DEVICE and LINK profile
statements for the following TCP/IP legacy device types will be eliminated in
a future release of IBM z/OS Communications Server:
v ATM (Asynchronous Transfer Mode)
v CDLC (Channel Data Link Control)
v CLAW (Common Link Access to Workstation)
v HYPERchannel
v SNALINK (LU0 and LU6.2)
v X.25

Because support will be eliminated for the ATM device type, the following
associated TCP/IP profile statements will no longer be supported:
v ATMARPSV
v ATMLIS
v ATMPVC

If this check determines that a TCP/IP profile statement has been processed for
a legacy device type, it continues to report this exception for the duration of
this IPL, or as long as this migration health check is active. When this
exception is detected, message ISTM016E and then message ISTM900I are
issued. Message ISTM900I indicates the date and time that the statement was
last processed, even if this exception has been corrected. For example, the
statement has been removed from all TCP/IP configuration files on the system.
Therefore, if this exception has been corrected, you can use message ISTM900I
to determine whether a new use of a legacy device type profile statement has
been detected, or whether the exception is related to the earlier detection of a
legacy device type profile statement.

When the check is activated, a TCP/IP stack with a legacy device type profile
statement might not have been processed. Therefore, you might not see an
exception the first time the check is processed. However, subsequent
processing of the check, either manually triggered or during subsequent
intervals, will detect whether a TCP/IP configuration that uses a legacy device
type profile statement has been processed.

Reason for check:
Because the profile statements for legacy device types will not be supported in
the TCP/IP profile in a future release of z/OS Communications Server, it is
recommended that users who currently use these statements migrate to a later
interface type, such as OSA-Express QDIO or HiperSockets.

z/OS releases the check applies to:
z/OS V1R13 with the PTFs for APARs OA44669 and PI12977 applied, or z/OS
V2R1 with the PTFs for APARs OA44671 and PI12981 applied.

User override of IBM values:
The following example shows the default keywords for the check. You can
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override the check defaults on either a POLICY statement in the HZSPRMxx
parmlib member or on a MODIFY command.
CHECK(IBMCS,ZOSMIGV2R1_CS_LEGACYDEVICE)
DATE(’date_of_the_change’)
REASON(’Your reason for making the update.’))
INACTIVE
SEVERITY(LOW)
INTERVAL(24:00)

Debug support:
No

Verbose support:
No

Parameters accepted:
No

Reference:
For more information on using OSA-Express QDIO or HiperSockets interfaces,
see Considerations for networking hardware attachment in z/OS
Communications Server: IP Configuration Guide.

Messages:
This check issues the following exception messages:
v ISTM016E

See z/OS Communications Server: SNA Messages.

SECLABEL recommended for multilevel security users:
SYSLOW. For information about using SECLABELs, see z/OS Planning for
Multilevel Security and the Common Criteria.
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Chapter 6. z/OS Migration

IP Services: Replace configuration of TCP/IP legacy device types
Description: Support for the DEVICE and LINK profile statements for the
following TCP/IP legacy device types will be eliminated in a future release of IBM
z/OS Communications Server:
v ATM
v CDLC
v CLAW
v HYPERchannel
v SNALINK (LU0 and LU6.2)
v X.25

Because support will be eliminated for the ATM device type, the following
associated TCP/IP profile statements will no longer be supported:
v ATMARPSV
v ATMLIS
v ATMPVC

If you are using these profile statements, migrate to a later interface type, such as
OSA-Express QDIO or HiperSockets.

Element or feature: z/OS Communications Server.

When change was introduced: The planned removal was announced in IBM
United States Hardware Announcement
114-009, dated February 24, 2014

Applies to migration from: z/OS V1R13 and z/OS V1R12.

Timing: Before installing z/OS V2R1.

Is the migration action required? No, but recommended because z/OS V2R1 is
planned to be the last z/OS release to
support these TCP/IP device types.

Target system hardware requirements: None.

Target system software requirements: None.

Other system (coexistence or fallback)
requirements:

None.

Restrictions: None.

System impacts: None.

Related IBM Health Checker for z/OS
check:

The ZOSMIGV2R1_CS_LEGACYDEVICE
migration health check determines whether
you are using any legacy device statements in
your TCP/IP profile. This check is available
on the following releases:

v z/OS V1R13 with APARs PI12977 and
OA44669 applied.

v z/OS V2R1 with APARs PI12981 and
OA44671 applied.
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Steps to take: Migrate to a later TCP/IP interface type, such as OSA-Express QDIO
or HiperSockets.

Reference information: For more information on using OSA-Express QDIO or
HiperSockets interfaces, see Considerations for networking hardware attachment in
z/OS Communications Server: IP Configuration Guide.

Update your check customization for modified IBM Health Checker for
z/OS checks

Description: Changes that IBM makes to the checks provided by IBM Health
Checker for z/OS can affect any updates you might have made.

The checks that are new in z/OS V2R1 are:
v CATALOG_RNLS
v ICSF_COPROCESSOR_STATE_NEGCHANGE
v ICSF_MASTER_KEY_CONSISTENCY
v ICSFMIG_DEPRECATED_SERV_WARNINGS
v IOS_IORATE_MONITOR
v IOS_FABRIC_MONITOR
v RACF_AIM_STAGE
v RACF_CERTIFICATE_EXPIRATION
v RACF_UNIX_ID
v SUP_SYSTEM_SYMBOL_TABLE_SIZE. See Accommodate the SETLOAD

xx,IEASYM command to update system symbols without initiating an IPL .
v SYSTRACE_MODE
v SYSTRACE_BRANCH
v OCE_XTIOT_CHECK
v USS_KERNEL_PVTSTG_THRESHOLD
v USS_KERNEL_STACKS_THRESHOLD
v VLF_MAXVIRT
v XCF_CF_STR_SCM_UTILIZATION
v XCF_CF_SCM_UTILIZATION
v XCF_CF_STR_MAXSCM
v XCF_CF_STR_MAXSPACE
v XCF_CF_STR_SCMMAXSIZE
v ZOSMIGV2R1_CS_GATEWAY
v ZOSMIGV2R1_CS_LEGACYDEVICE
v ZOSMIGV2R1_DEFAULT_UNIX_ID

The checks that were changed by IBM in z/OS V2R1 are:
v ASM_LOCAL_SLOT_USAGE
v ASM_PLPA_COMMON_USAGE
v ASM_PLPA_COMMON_SIZE
v CATALOG_IMBED_REPLICATE
v RACF_classname_ACTIVE
v RACF_SENSITIVE_RESOURCES
v SLIP_PER
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v VSM_CSA_LARGEST_FREE
v VSM_CSA_THRESHOLD
v VSM_SQA_THRESHOLD
v ZOSMIGV1R11_CS_DNSBIND

The checks that were deleted by IBM in z/OS V2R1 are:
v CEE_USING_LE_PARMLIB
v PFA_FRAMES_AND_SLOTS_USAGE

The following check was new in z/OS V1R13:
v ZOSMIGV1R13_RO_SYMLINKS

The checks that were changed by IBM in z/OS V1R13 are:
v SUP_HiperDispatch
v XCF_SFM_CFSTRHANGTIME

The checks that were deleted by IBM in z/OS V1R13 are:
v CSVTAM_VIT_DSPSIZE
v CSVTAM_VIT_SIZE

Element or feature: Multiple.

When change was introduced: General migration action not tied to a
specific release.

Applies to migration from: z/OS V1R13 and z/OS V1R12.

Timing: Before the first IPL of z/OS V2R1.

Is the migration action required? No, but recommended to ensure that your
checks continue to work as you intend them
to work.

Target system hardware requirements: None.

Target system software requirements: None.

Other system (coexistence or fallback)
requirements:

None.

Restrictions: None.

System impacts: None.

Related IBM Health Checker for z/OS
check:

See Steps to take: below.

Steps to take: Follow these steps:
1. Look at the updated checks in IBM Health Checker for z/OS: User's Guide.
2. Review changes you made for those checks, in HZSPRMxx parmlib members,

for example.
3. Make any further updates for the checks to ensure that they continue to work

as intended.

Reference information: For complete information about updating checks, see
topics about customizing and managing checks in IBM Health Checker for z/OS:
User's Guide.
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